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Drosibas monitoringa
parvaldiba

*Managed Security Monitoring

DrosSibas monitoringa parvaldiba ir abonésanas
pakalpojums, kas palidz identificet vajas vietas un
riskus IT infrastruktidra, pirms tos launpratigi
izmanto kiberuzbruceji.

Kapéc drosibas monitoringa parvaldiba ir
svariga

v Aizsarga jisu uznémuma reputaciju un Finanses: Regulara risku parbaude palidz laicigi
noverst uzbrukumus. Tas lauj saglabatu klientu uzticibu un izvairities no bargiem sodiem
par drosibas noteikumu (tostarp NIS2 direktivas) neievérosanu.

+ Veic stratégisko risku parvaldibu: Nepartraukta drosibas nepilnibu uzraudziba lauj
pienemt datos balstitus [emumus un precizak novirzit drosibai paredzetos resursus.

+ Stiprina biznesa procesu nepartrauktibu: Proaktiva risku noteiksana veicina atbilstibu
drosibas standartiem un uznémuma darbibas noturibu, palidzot aizsargat jasu biznesu
muasdienu sarezgitaja kibervide.

Kas ir ieklauts ikménesa pakalpojuma?
Automatizeéta ieksejo un aréjo risku identificéSana vismaz reizi menesi.
Automatizéta ikméenesa atskaite par drosibas stavokli.

Atskaites un rekomendacijas nepilnibu novérsanai reizi (ieklauts drosibas
specialista darbs lidz 3 stundam).

Pieeja centralizétai parvaldibas un atskaisu sistémai.

Kas nav ieklauts?

Identificétie risku novérsana (to var iegadaties ka papildu
pakalpojumu, vai ari konstatéetie apdraudéejumi var tikt nodoti jisu
uznémuma IT atbalsta sniedzejam).




lekséjo un aréjo risku identificésana

lekséjo risku identificésana - Tiek parbauditas sistémas, lietotnes un

Mérkis: Identificét vajas vietas, kuras varétu izmantot ieksgjie lietotaji vai
IT infrastruktdra jau iekluvusi kiberuzbrucéeji.

Pievienota veértiba biznesam: Samazina risku, ka uzbrucejs var brivi
parvietoties pa uznémuma tiklu, palidz ievérot drosibas noteikumus un
pasarga svarigakos datus un serverus.

Aréjo risku identificésana - Tiek parbauditas internetam pieejamas
sistémas, pieméram, majaslapas, ugunsmuri un makonpakalpojumi.

Meérkis: Atklat vajas vietas, kuras var izmantot, lai uzbruktu uznémumam
Nno arpuses.

Pievienota veértiba biznesam: Aizsarga zimola reputaciju un klientu
uzticibu, novérsot arejus uzbrukumus uznémuma IT sistémam.

Kompleksa aizsardzibas pieeja

Gan ieksejo, gan aréjo risku parbaude ir kritiski svarigi elementi kopéja drosibas

stratégija:
v Aréjas parbaudes aizsarga uznémuma publiski pieejamos resursus.
v~ leksejas parbaudes aizsarga uznémuma biznesa pamatus (svarigakos datus un procesus).
v Abu limenu parbaudes minimize finansialos, juridiskos un reputacijas riskus.

Cenas
Regulara risku identificésana Vienreizéja risku identificésana
Ikméenesa ieksejo + aréjo risku Vienreizéja ieksejo + aréejo risku
identificésana identificésana

lericu skaits un ikménesa norékini v Drogibas konsulticija (ilgums 3h)

v* Lidz 50 iericem — 150€ / ménesi v Vienreizéja parbaude

v Lidz 200 iericem — 375€ / ménesi
v+ Vairak neka 200 ierices — cena péc Lidz 500 iericém — 1000€
vienosanas Nav ieklauta identificéto risku
Novéersana
v* Vienreizéja uzstadisanas maksa — 500€
v~ Drosibas konsultacija— 90€ / stunda
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